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Policy Statement: 
 

Women’s College Hospital (WCH) is committed to protecting the privacy and 
confidentiality of the personal health information (PHI) in our custody and control. Anyone 
who collects, uses, discloses, retains or destroys personal health information on WCH’s 
behalf is required to follow these ten i nformation principles. All WCH policies and 
procedures relating to the collection, use,  disclosure,  retention, protection and destruction 
of personal health information are developed in consideration of these ten principles. 

 

 
Principle 1 – Accountability  
 
Women’s College Hospital (WCH) is responsible for the personal health information in our 
custody or control, and has designated an individual, the Manager of Privacy, to act as our 
contact person.  The Manager of Privacy is responsible to oversee and facilitate WCH’s  
Privacy Policies and privacy compliance activities.   
 
Principle 2 – Identifying Purposes  
 
Prior to collecting personal health information all care providers should identify to the 
individual from whom they collect personal health information the purposes for the collection 
and should only collect as much personal health information as is required for the purpose. 
 
WCH collects personal health information for purposes related to direct patient care, 
administration and management of WCH programs and services, patient billing, 
administration and management of the health care system, research, teaching, statistical 
reporting, fundraising, and as permitted or required by law. 

 
When personal health information that has been collected is to be used for a purpose not 
previously identified, the consent of the patient must be obtained prior to the new use; unless 
the new purpose is permitted or required by law. 
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Principle 3 – Consent  
 
WCH care providers and members of the circle of care may generally rely on implied consent 
from our patients for the collection, use, or disclosure of personal health information. 
  
An individual may withdraw consent for the use or disclosure of his/her PHI at any time, but the 
withdrawal cannot be retroactive. The withdrawal may also be subject to legal or contractual 
restrictions and reasonable notice. 
 
Principle 4 – Limiting Collection  
 
WCH care providers must limit the amount and type of personal health information they collect 
to that which is necessary to fulfill the purposes  identified.   Information should be collected 
directly from the individual, unless the law permits or requires collection from third parties. 
 
Principle 5 – Limiting Use and Disclosure  
 
WCH care providers must use and disclose personal health information only for permitted 
purposes: for direct patient care, administration and management of WCH programs and 
services, patient billing, administration and management of the health care system, research, 
teaching, statistical reporting, fundraising and as permitted or required by law. 
 
Personal health  information  must  be  retained  in  accordance  with  the WCH record 
retention policy,  and  as  required  by  law.  
 
 

 Principle 6 – Accuracy 
 
WCH will take reasonable steps to ensure that the information and personal health 
information that we use is accurate, complete and up-to-date as is necessary for the purpose 
for which we use the information.. 
 
Principle 7 – Safeguards  
 
WCH has implemented security safeguards for the protection of personal health 
information we hold, which includes: 

• Physical measures (such as locked filing cabinets); 
• Administrative measures (policies, procedures and guidelines), and 
• Technological measures (such as the use of passwords, encryption and audit trails). 

 
WCH requires anyone who collects, uses or discloses personal health information on our 
behalf to be aware of the importance of maintaining the confidentiality of personal health 
information. This is done through the signing of confidentiality agreements, privacy training 
and through contractual means. 
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Principle 8 – Openness  
 

Information about WCH’s policies and practices relating to the management of personal health 
information are available on the hospital website, in patient handbooks and are posted in 
strategic locations throughout the hospital and  include 

• Contact information for the Manager of Privacy, to whom complaints or inquiries can 
be made; 

• Policies and procedures; 
  
Principle 9 – Access 
 
Individuals may make written requests to have access to their records of personal health 
information.  If, after having access to their PHI an individual would like to request correction 
to his/her PHI, they should contact the WCH Privacy Office to submit their request. 
 
Principle 10 – Challenging Compliance  
 
An individual may address a challenge concerning compliance with this policy to the Privacy 
Office, at 416-323-7702 or by e-mail at privacy@wchospital.ca.  If a complaint or concern is 
not adequately addressed by the WCH Privacy Office, the individual should contact the Office 
of the Information and Privacy Commission of Ontario at 416-326-3333 or www.ipc.on.ca Email: 
infor@ipc.on.ca 
 

References: 
 

Personal Health Information Protection Act, R.S.O. 2004, c.3.  
Canadian Standards Association Model Code for the Protection of Personal Information 
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ANTI-RACISM ANTI-OPPRESSION POLICY 
 

Policy Number: 06 Effective:  April 1, 2006 
Original Approval Date: March 28, 2006 Last Revised and Approved: 
Approved by: Dated: 
 
 Immigrant Women Services Ottawa Mandate  
 

• To empower immigrant and visible minority women in the City of Ottawa to 
participate in the elimination of all forms of abuse against women. 

• To provide a culturally responsive crisis counselling service and a language 
interpretation service which will facilitate an abused woman’s accessibility to 
community and mainstream services. 

• To provide other services and/or programs which will assist immigrant women in 
their journey to attain their full potential.  

 
Statement of Principles 
 
IWSO recognizes the intrinsic value of culture and believes that cultural diversity is a 
source of enrichment and strength. 
 
IWSO believes that every woman and child is unique and must be treated with respect and 
equity. That every woman and child has the inherent right to social and economic justice 
and that every woman and child has the right to self determination and a right to contribute 
to society in her/his own way. 
 
IWSO recognizes that all women face misogyny and sexism; however some bear an 
additional burden of oppression due to racism and other forms of discrimination. 
 
IWSO recognizes that all members of non-dominant racial and ethno-cultural groups suffer 
from racism and systemic discrimination. 
 
IWSO recognizes that each group experiences discrimination and racism differently 
depending on the history of each group, the power and privilege it holds, and how visible 
its members differ from the dominant group in Canada. 
 
IWSO’s analysis of racism recognizes the dynamics of power and privilege and how these 
tools serve to perpetuate racial oppression in society.  
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Policy  
 
IWSO’s analysis and framework is shaped by a feminist, anti-racist, anti-oppression 
approach, which means we understand society as being fundamentally based on 
patriarchal social relations as well as by racism and multiple other forms of oppression on 
the basis of: class, age, sexual orientation, disability, gender identification, colour, place of 
origin, ethnic origin, citizenship, religion, political affiliation, record of offences, marital 
status, family status, life experiences and appearance. Our analysis also highlights the 
complexity of dominant power relations, including the ways these multiple forms of 
oppression intersect and work together, to create differential impacts and diverse needs 
and issues for different groups of women. 
 
Systemic racism, discrimination, and oppression based on race, class, sexual orientation, 
gender identification, age, and ability must be addressed as part of an integrated approach 
to addressing issues of poverty, violence, homelessness and oppression in the lives of 
women and children. 
 
IWSO is an anti-racist organization that questions and rejects the status quo, challenges 
existing power relations and believes that racism can and should be eradicated. 
 
IWSO will take a pro-active organizational stance in the struggle against racism and 
oppression will reflect this commitment both internally and externally. 
 
IWSO will ensure that all Board members, staff, volunteers, students and clients adhere to 
these principles and policy.  
 
IWSO’s programs and services will be delivered within an anti-racist, anti-oppression 
framework.  
 
IWSO acknowledges that racism and oppression exist and takes responsibility for learning 
and change. IWSO will provide education and training to all staff, volunteers, students and 
service users on racism and oppression.  
 
IWSO will have a standing staff Anti-Racism and Anti-Oppression committee which will be 
responsible for ensuring on-going education and training, the execution of service and 
program components of IWSO Anti-Racism and Anti-Oppression Implementation Plan, and 
maintaining a critical review of agency policies and procedures. 
 
IWSO will have a standing Board Social Justice and Anti-Racism and Anti-Oppression 
committee which will be responsible for ensuring on-going education and training for Board 
members, the execution of all aspects of IWSO’s Anti-Racism and Anti-Oppression 
Implementation Plan, and maintaining a critical review of agency policies.   This Committee 
can be the Program and Policy Committee or a separate entity. 
 
IWSO will ensure that diversity is reflected in the board, staff, volunteers, students and 
clients and actively seek to eliminate barriers to participation. 
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IWSO will not tolerate racism or discrimination in any form by staff, board, volunteers, 
students or users of IWSO services. IWSO will inform all the above parties of their rights 
and responsibilities outlined in this policy. 
 
Strategies for Change  
 
Board, staff and volunteers will be active in the strategies for change.  Work will be based 
on our organization’s mission and informed by the work we do with women and children in 
our programs and services. The women with whom we work will be included in all aspects 
of the work we do in ending racism and oppression.   
 
We will ensure that in all the work in which we are involved, we bring to the discussion a 
feminist, anti-racist, anti-oppression framework for action. We will maintain active 
involvement in anti-racist, anti-oppression social change work. 
 
We will actively lobby the municipal, provincial and federal governments to provide proper 
funding for programs that address racism and oppression and that serve communities that 
are marginalized.  
 
The methods we will use to effect social change may include participation in coalitions, 
public education and media campaigns, and direct political action such as participation in 
protests and rallies, deputations, complaints and refusals to participate in government 
programs that contribute to systemic oppression. 
 
We will respond with programs and services that meet the needs of the diversity of women 
and children who have experienced oppression. All services will be delivered from a 
feminist, anti-racist/anti-oppression framework. Programs and services will address the 
diverse needs of women and assist them in strengthening their economic and social 
position so as to enable them to protect and support themselves and their children.  
 
We will continue to identify the changing realities and oppression in all systems and laws 
through inclusive consultation with the women and children we serve, to identify the areas 
where they are failing women and children, and to advocate for changes that will serve the 
goal of ending racism and oppression in the lives of women and children. 
 
Complaint Policy 
 
IWSO will treat all complaints seriously and sensitively. All investigations will be handled in 
a manner that respects the confidentiality of the complainant(s), witnesses and the alleged 
offender(s). Any interference with an investigation including intimidating or coaching of a 
complainant or witness will not be tolerated. 
 
The procedures outlined below do not affect the individual’s right to file a complaint 
with the Ontario Human Rights Commission. 
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Complaint Procedure 
 
Step 1 
 
1. The complainant and/or witness will ask the alleged offender to stop her behaviour 

immediately, outlining the offensive conduct. The alleged offender should be 
reminded that such behaviour is not tolerated. The complainant has the right to ask 
a third party to speak to the alleged offender on her behalf. 
 

2. Any witness (es) to the incident should intervene immediately. In all cases, the 
witness does not have the option not to respond to incidents. 

 
3. The alleged offender must be given an opportunity to stop the behaviour and offer 

reparation(s) to the complainant. 
 
4. The complainant and/or witnesses shall make a written record of the incident, 

including dates, times, locations and a detailed account of the incident and forward 
this to the Executive Director or her designate. 

 
5. Should the alleged offender not offer reparation or the incident is of such a nature 

that this is not acceptable action will be taken including appropriate disciplinary 
action of staff, board, volunteers and in the case of service users discharge from 
IWSOs services. 

 
6. The complainant has the right to go directly to Step 2. 
 
 
 
Step 2 
 
1. A written complaint shall be forwarded to the Executive Director. 
 
2. The Executive Director shall review and investigate the complaint within 10 working 

days. 
 
3. The alleged offender(s) have the right to be made aware of the allegations against 

them and respond to the complaint in writing.  
 
4. The Executive Director, upon review and investigation will summarize the findings 

and take appropriate action.  
 
5. The complainant(s) will be met with and a copy of the written resolution provided. 
 
6. A report will be forwarded to the Board that documents the resolution of the 

complaint. 
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Step 3 
 
1. Where the resolution of a complaint is not satisfactory to the complainant(s) or the 

complaint is directly with the Executive Director a written complaint should be 
forwarded directly to the Board of Directors. 

 
2. The Board of Directors shall retain a community race relations consultant to 

investigate and resolve the complaint.  
 
3. The written findings and action taken to resolve the complaint will be documented  
 
Both the complainant(s) and alleged offender will be met with and a copy of the written 
resolution provided. 
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ANNEX 1 

 
 
Definitions  
 
Ableism is a set of practices and beliefs that assign inferior value and worth to people who 
have developmental, emotional, physical or psychiatric disabilities. 
 
Ageism is discrimination of individuals based on their age. For instance, discrimination of 
senior aged women based on the notion that they are incapable of performing certain 
functions such as driving, or discrimination of youth based on the notion that they are 
immature and therefore incapable of performing certain tasks. 
 
Anti-racism: A process that acknowledges the existence of systemic racism and, through 
policies and practices, seeks to actively identify, challenge and end systemic racism in all 
its various forms. 
 
Anti-Semitism is hatred of and hostility towards Jewish people. 
 
Classism is discrimination of groups of persons sharing a similar social position and 
certain economic, political, and cultural characteristics. 
 
Discrimination is behaviour based on prejudiced feelings and attitudes that lead to 
differential and unfavourable treatment of persons based on factors such as sex, race, 
culture, class, religion, age, sexual orientation, gender identification and disability.  
Discrimination can be systemic and refers to the pervasive structures and practices that 
exclude groups on the basis of race, ethnicity and/or other forms of oppression. Incidents 
of oppressive conduct include but are not limited to: unwelcome remarks, jokes, slurs, 
innuendoes, name calling, stereotyping, graffiti, insults or taunting about a person’s racial, 
ethnic, cultural, religious or social background, threats, intimidation, avoidance, or 
exclusion, display of racist, derogatory or offensive material, any comment or conduct that 
is unsolicited and known or ought to be known to be unwelcome and is likely to cause 
offense or humiliation. Discrimination may be intentional or unintentional, verbal or 
nonverbal, subtle, passive or overt in nature. 
 
Feminism is a range of contemporary theoretical perspectives in which women's 
experiences are examined in relation to actual and perceived differences between the 
power and status of men and women. It includes a social justice movement in which issues 
of particular importance for women (eg domestic violence, pay equity, and globalization) 
are analyzed, understood, and addressed from feminist perspectives. Feminism is rooted 
in the belief that women and men are, and have been, treated differently by our society, 
and that women have frequently and systematically been unable to participate fully in all 
social arenas and institutions. This gives a "new" point-of-view on society, when 
eliminating old assumptions about why things are the way they are, and looking at it from 
the perspective that women are not inferior and men are not "the norm." 
 
 



IMMIGRANT WOMEN SERVICES OTTAWA 

ANTI-RACISM ANTI-OPRESSION POLICY 7

 
Heterosexism relates to social structures and practices which serve to elevate and 
enforce heterosexuality while subordinating or suppressing other sexual orientations. 
 
Oppression is the subjugation of others by the unjust use of force or authority. It is the 
suppression of the natural self-expression and emotions of others. 
 
Prejudice: A frame of mind that tends to prejudice a person, or a group, unfavorably, by 
attributing to every member of group characteristics falsely attributed to the groups as a 
whole. These unfavourable assumptions are frequently not recognized as such because of 
the frequency with which they are widely accepted, and are used to justify acts of 
discrimination. 
 
Privilege is the power and advantage that benefit a group, derived from the historical 
oppression and exploitation of other groups. 
 
Racism is an action or practices by individuals or institutions which subordinates 
individuals and groups because of their race, colour or ethnicity. Racism is a form of 
discrimination and combines power and prejudice, whether it’s social, economic or 
political, to the advantage of one group, a dominant group, and to the disadvantage of 
another, a non-dominant group. It is attitudinal and institutional. 
 
Sexism includes any action, attitude, behaviour or language that depicts women as 
inferior. It is attitudinal and institutional. 
 
Transphobia is the negative valuing, stereotyping and discriminatory treatment of 
individuals who do not conform in appearance and/or identify to conventional conceptions 
of gender. 
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Policy Statement: 
 
Privacy is governed by the Ontario Personal Health Information Protection Act (PHIPA), a law that 
establishes rules governing the collection, use and disclosure of personal health information. As a health 
information custodian, Women’s College Hospital (WCH) and its staff, physicians, volunteers and students are 
responsible for ensuring that the personal health information of our patients is managed with respect and 
confidentiality. 
 
The purpose of this policy is to assert WCH‟s commitment to the protection of personal health information 
from theft, loss and unauthorized access, copying, modification, use and disclosure.  This policy addresses 
issues of collection, access, use and disclosure of personal health information.  
 
In formulating its approach to protection of privacy, WCH has these 
objectives: 
 

x To comply with legislation – the Personal Health Information Protection Act, 2004 (PHIPA), the Public 
Hospitals Act, the Mental Health Act and any other applicable legislation. 

x To  adhere  to  the  principles  of  fair  information  practice,  as  laid  out  in  the  Canadian  Standards 
Association Model Code for the Protection of Personal Information. 

x To support the delivery of high quality patient care. 
x To reflect established, relevant standards and guidelines including: 

o standards and guidelines from Accreditation Canada; 
o standards and guidelines from the Canadian Health Information Management Association 
(CHIMA) 

 
Definition: 
 
Agent – PHIPA defines an agent to include any person who is authorized by a health information custodian 
to perform services or activities on the custodian’s behalf and for the purposes of that custodian. 
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An agent may include an individual or company those contracts with, is employed by or volunteers for a 
health information custodian and, as a result, may have access to personal health information. 
 
In such cases, the custodian is permitted to authorize the agent to handle or deal with personal health 
information on its behalf so long as the agent complies with PHIPA and adopts the information practices 
and policies of the custodian.                                                                                                                                           
     
Examples of agents of WCH include, but are not limited to: employees, physicians, volunteers, 
students, residents, fellows, consultants, researchers, and vendors. 
 
Capable – means mentally capable and “capacity” has a corresponding meaning and refers to the ability of a 
person to consent to the collection, use or disclosure of personal health information.  A person is able to 
consent if he or she is able to understand the information that is relevant to deciding whether to consent to a 
collection, use or disclosure and to appreciate the reasonably foreseeable consequences of giving, not giving, 
withholding or withdrawing consent. 
 
Circle of Care – The “circle of care” is not a defined term under PHIPA. It is a term of reference used to 
describe health information custodians and their authorized agents who are permitted to rely on an 
individual’s implied consent when collecting, using, disclosing or handling personal health information for the 
purpose of providing direct health care. 
 

  For example, in a hospital, the circle of care includes:  the attending physician and the health care team (e.g. 
physicians, residents, nurses, technicians, health disciplines and employees assigned to the patient or 
providing support in the provision of care to the patient) who have direct responsibilities of providing care to 
the individual. 
 
Collection – means the process of gathering, acquiring, receiving or obtaining personal health information 
whether directly from the patient, or from other sources such as tests, images, samples, specimens or from 
other health care providers. 
 
Confidentiality – means the obligation to protect someone’s personal health information, to maintain the 
privacy of the information and not misuse or wrongfully disclose it.  Misuse could include the unauthorized 
reproduction of the personal health information. 
 
Consent Directive – Under PHIPA, individuals may provide written instructions to health information 
custodians not to use or disclose their personal health information for health care purposes without their 
consent.  Patients may essentially block all or some part of their information from one or multiple WCH agents 
or external health information custodians. Although the term “consent directive” is not specifically used in 
PHIPA, this ability to restrict use or disclosure of health information will be referred to consent directive for 
WCH purposes. 
 
Disclosure – means to release or make available personal health information that is under the control or 
custody of a health information custodian or its authorized agent to another custodian, organization or 
third party outside of the circle of care. 
 
Encryption – means using recognized techniques to transform plain electronic information into an 
unintelligible form that requires a special key in order to transform it back into the intelligible format. 
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Health Care – means any observation, examination, assessment, care, service or procedure that is done for 
a health-related purpose and that: 
 

x is carried out or provided to diagnose, treat or maintain an individual’s physical or mental condition, is 
carried out or provided to prevent disease or injury or to promote health, or is carried out or provided as 
part of palliative care, and includes: 

o the compounding, dispensing or selling of a drug, a device, equipment or any other item to an 
individual, or for the use of an individual, pursuant to a prescription, and 

 
Health Information Custodian – means a listed person or organization under PHIPA such as hospitals, 
who have custody or control of personal health information as a result of the work they do.  As a public 
hospital, WCH is considered to be a health information custodian.                                                                                                                                                                                               
Identifiable  – information is identifiable if, for example, it includes the patient’s name, Health File Number 
(HFN) or any information if either alone or with other information could be utilized to identify an individual. 
 
Patient – means either the patient or if applicable, a person legally authorized to make decisions on the 
Patient’s behalf (substitute decision-maker – See Appendix 1) 
 
Personal Health Information or Patient Information – means identifying information about an individual in 
oral or recorded form, if the information: 
 

x relates to the physical or mental health of the individual, including the individual’s medical history and 
x the individual’s family medical history; 
x relates to the providing of health care to the individual, including the identification of a person as 

a provider of health care to the individual; 
x relates to payment or eligibility for health care; 
x is the individual’s health card number; or 
x identifies an individual’s substitute decision-maker. 

 
Personal Health Information Protection Act, 2004 (PHIPA) - The Personal Health Information Protection Act, 
2004 (PHIPA), is Ontario’s health specific privacy legislation.  PHIPA governs the manner in which 
personal health information may be collected, used and disclosed within the health care system. It also 
regulates individuals and organizations that receive personal health information from health care 
professionals. 
 
Record of Personal Health Information – means personal health information in any form or in any medium 
whether in written, printed, photographic or electronic form or otherwise.  Furthermore, any information in 
a health record under the custody or control of the WCH Health Information Department, any WCH clinic 
or service (as per the Public Hospitals Act, Regulation 965, Section 20), includes, but is not limited to: 
 

x patient name,  
x health file number (HFN), 
x health card number,  
x address,  
x telephone number 
x  all the names of clinical staff involved in the patient’s care, films, slides, diagnoses, discharge 
x summaries, progress notes, transcribed reports, orders, consents, electronic images and 
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photographs 
x  any information and/or medical images in E-film or the Picture Archiving and Communication System 
x (PACS) 

 
Relative – means either of two persons who are related to each other by blood, marriage or adoption.  
 
Research – means systematic investigation to develop or establish principles, facts or generalized 
knowledge or any combination of them and includes the development, testing and evaluation of research. 
 
Researcher – means a person who conducts research. 
 
Research Ethics Board – means a board of persons that is established for the purpose of approving 
research plans under PHIPA and that meets the prescribed requirements. 
 
Security – refers to measures taken to protect personal health information against unauthorized disclosure or 
destruction. 
 
Threat Risk Assessment (TRA) – is the process of assessing and mitigating threats and risks to personal 
health information 
                                                                                                                                                                                                  
Use – means the handling or dealing with personal health information that is in the custody or control of 
WCH or its authorized agents. This includes accessing or reproducing personal health information as 
required by WCH. 
 

Procedure: 
 
1.0  Accountability for the Privacy and Confidentiality of Personal Health Information 
 

1. WCH recognizes its obligation to respect the privacy of patients and is committed to maintaining the   
confidentiality   of   personal   health   information,   whether   written,   verbal,   electronic, 
photographic or stored on any other medium. 

 
2. To assist with meeting our privacy obligations, WCH has a designated Privacy Office that oversees 

and facilitates the hospitals compliance with its privacy policies and applicable legislation. 
 

3. It is the obligation of all of those who collect, receive and share personal health information 
concerning patients at WCH to exercise the utmost vigilance in the protection of patient 
confidentiality. 

 
4. WCH has implemented policies and practices to give effect to this policy including: 

 
a. Using security safeguards to protect personal health information. 
b. Procedures to receive and respond to complaints and inquiries on privacy related matters. 
c. Signing of a Confidentiality Agreement by all agents of WCH prior to commencement of 

employment or affiliation with WCH. 
d. Training staff, physicians, volunteers and students and communicating to them information 

  about PHIPA and WCH‟s policies and practices. 
e. Responding to requests for access to, or correction of, personal health information in the 
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custody of WCH. 
f. Developing publicly available materials that explain WCH‟s policies and practices. 
g. Using contractual or other means to protect personal health information it discloses to third 

parties. 
 

5. In compliance with PHIPA, WCH will inform patients of the loss, theft or inappropriate access of their 
personal health information as soon as reasonably possible. 

 
6. Breaches of this policy and related privacy practices may be subject to disciplinary action, up to 

and including termination, as outlined in the Confidentiality Agreement. 
 

7. WCH and its staff, physicians, volunteers and students (agents) are subject to the fines and 
penalties set out in PHIPA up to $50,000 for individuals and $250,000 for the organization. 

 

                                                                                                                                                                                         
2.0  Identifying Purposes for the Collection of Personal Health Information 

   
1. At or before the time personal health information is collected, identify the purposes for which personal 

health information will be collected.   
 

 
3.0   Consent for the Collection, Use & Disclosure of Personal Health Information 
 

1. A patient who presents for treatment is considered to be giving implied consent or the use of his or her 
personal health information for authorized purposes. 
 

2. The knowledgeable consent of a patient is required for the collection, use or disclosure of 
personal health information. The consent is knowledgeable if the patient understands the purpose 
of the requested collection use or disclosure and that he/she may give or withhold consent. 

 
3. Consent does not need to be in written form; sometimes it may be implied or obtained verbally. 

 
4. WCH may assume patient consent to collect, use and disclose his/her personal health information 

for the purposes of providing treatment, unless the patient tells us otherwise. 
 

5. WCH presumes an individual is capable of consenting unless there is reason to believe otherwise. 
 

6. If it is determined that an individual does not have capacity to consent and, in the case where 
the individual is a patient and has not applied for a review of your determination to the Consent and 
Capacity Board, the  consent of the individual’s substitute decision-maker should be sought. Ranking 
of substitute decision-makers is determined in accordance with Section 23 of the Personal Health 
Information Protection Act, 2004. (See Appendix 1) 

 
7. In the clinical context, it is recognized that it will often be necessary to share confidential 

personal health information with other members of the health care team, those individuals within the 
patient’s “circle of care”. 

 
8. Consent is not required if permitted or required by law. An example of such circumstances includes 

reporting a child in need of protection to a Children’s Aid Society. 
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9. An individual may withdraw consent at any time, subject to legal restrictions and reasonable notice. 

For more information please see Section 7.0 Consent Directives. 
 
 

4.0  Limiting Collection of Personal Health Information 
 

1. WCH collects personal health information about patients directly from them or from the person acting 
on their behalf.   
 

2. The personal health information collected may include, for example, name, date of birth, address, 
health history, records of visits to Women’s College Hospital and the care received during those visits. 
 

3. Occasionally, WCH collects personal health information about a patient from other sources if 
consent to do so has been obtained, or if the law permits. 

 
5.0  Limiting  Use and Disclosure of Personal Health Information 
 

1. Agents of WCH have authority to access and use certain personal health information.  This access is 
limited and strictly confined to information required for the performance of hospital duties.  

 
2. In so far as hospital duties require, WCH agents are specifically authorized to collect and use 

personal health information from an individual to whom the information pertains in order to: 
 

a. provide health care to the individual; 
b. assist the Hospital with obtaining payment for the treatment and care (from OHIP, WSIB, a 

private insurer or others) provided to the individual; 
b. plan, administer and manage the Hospital and its programs; 
c. conduct risk management activities; 
d. conduct quality improvement activities (such as sending an individual a patient satisfaction  

survey); 
e. teach; 
f. conduct research that has been approved by the WCH Research Ethics Board or the Ethicist 

Assisted Process for Quality Improvements Projects (APQIP); 
g. compile statistics; 
h. comply with legal and regulatory requirements; and 
i. fulfill other purposes as permitted or required by law. 

 
 

3. In the clinical context, it is recognized that it will often be necessary to share confidential 
personal health information with other members of the health care team, those individuals within the 
patient’s “circle of care”. 

 
4. Information should not be shared unless there is a legitimate need to know. 

 
5. Care should be taken to ensure that confidential information and patient records are not generally 

available to non-treating personnel or to others without a legitimate need to know. 
 

6. Requests for the disclosure of personal health information should generally be referred to the 
Health Information Department. 
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7. Disclosure of personal health information is generally prohibited without the individual’s  consent 

except as outlined below: 
 

a. as necessary in the performance of current hospital duties. 
b. as required  by  statute. For  example,  the  Child  and  Family  Services  Act,  the  Health 

Protection and Promotion Act. 
c. If the disclosure is to another health care provider and it is reasonably necessary in order to 

provide health care to the individual and it is not possible to obtain the individual’s consent in 
a timely manner. 

d. When disclosing confidential personal health information will eliminate or reduce a significant 
risk of serious bodily harm to a patient or third parties.  The first concern of the health care 
professional must be the safety of the patient or third party.   Even when the health care 
professional is confronted with the necessity to disclose, confidentiality should be preserved to 
the maximum possible extent. 

e. In accordance with sect ion 41 of  the Personal Health Information Protection Act (includes 
court orders, summons, search warrants) or other legislation.  In all instances, upon receipt of 
such a document, you should consult with the Risk Management Department and/or the 
WCH Privacy Office to ensure that the document legally authorizes the disclosure. 

 
8. Subject to the reasonable limits described below, personal health information should never be 

discussed in any area where others not entitled to receive that information are present. 
 

For example: 
 

a. in public areas of the hospital such as elevators, washrooms, lounges, stairwell, or cafeteria; 
b. at home; 
c. in public places outside the hospital, unless required to do so by law or with permission from 

an authorized individual. 
 

9. Because WCH is a teaching institution, opportunities may arise where the safeguarding of patient 
confidentiality will require extra vigilance. In the presentation of rounds, lectures or seminars, the 
identity of patients should not be revealed on or determinable from slides or radiological images. 
Under  no  circumstances  where  the  instructive  aspects  of  a  clinical condition  are  discussed  
with  non-WCH  affiliated  persons,  should  sufficient  information  be revealed  to enable the 
identification of the patient, unless the express written consent of the patient has been obtained in 
advance. 

 
10. Personal health information should not be left in written form or displayed on computer  terminals 

in locations where it may be seen by unauthorized persons (e.g. while transporting  patients  and  
their  records  through  the  hospital  or  leaving  information  on  a photocopier or fax machine). 

 
11. Discretion  should  be  used  in  determining  what  personal  health  information  is  placed  on 

whiteboards that are located in patient areas. If the whiteboard is publicly accessible, the 
personal health information on it should, to the maximum extent possible, be limited.  Medical 
information should not be linked to an identifiable person, especially for those patients who have asked 
for additional privacy protection.  There may be circumstances where because of a safety concern for 
a patient or others, special steps may need to be taken to protect the identity of a patient.  Each 
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situation should be considered individually and in consultation with the Risk Management and the 
WCH Privacy Office. 

 

 
6.0 Fundraising and Marketing 

 
1. WCH may release to WCH’s Foundation the name and address only of patients, or if incapable the 

designated Substitute Decision Maker, for the purposes of fundraising activities for WCH. 
 

2. A  patient, or if incapable the designated Substitute Decision Maker, may  request  to  have  their  
name  removed  from  WCH‟s  fundraising  contact  list  by contacting the WCH Foundation and/or the 
WCH Privacy Office. 
 

3. WCH will not release patient contact information for marketing purposes without express consent from 
the patient, or if incapable Substitute Decision Maker. 

 
7. 0 Consent Directives 
 

1. Under the Personal Health Information Protection Act, patients have the right to limit or restrict 
how their personal health information may be used or disclosed for healthcare purposes.  In some 
cases, a patient may not want his/her information to be used by Hospital staff or disclosed to non-
WCH clinicians – such as the family doctor, or another hospital.  These limitations are referred to as 
consent directives.  For more information, please see WCH’s Consent Directive Process Summary. 

 
8.0 Media 
 

1. All inquiries from the Media regardless of their nature should be immediately referred to the 
Strategic Communications Department. 

 
2. After business hours, a Strategic Communications representative may be reached through 

Locating. 
                                                                                                                                      
9.0 Telephone Inquiries 
 

1. It is a patient’s right to request that their presence at WCH not be confirmed to callers.  In an 
ambulatory environment, staff are expected to protect patient privacy by not confirming the presence of 
any patient in the Hospital without the patient’s express consent. 
 

10.0 Ensuring Accuracy of Personal Health Information 
 

1. WCH will take reasonable steps to ensure that information is as accurate, complete, and up to date 
as is necessary to minimize the possibility that inappropriate information may be used to make a 
decision about the individual. 

 
2. Limitations on the accuracy and completeness of personal health information disclosed will be clearly 

set out to the recipient where possible. 
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11.0  Ensuring Safeguards for Personal Health Information 

 
1. Security safeguards will be used to protect personal health information at WCH. 

 
2. Security safeguards are used to protect personal health information against loss or theft, as well as 

unauthorized access, disclosure, copying, use or modification.  WCH protects personal health 
information regardless of the format in which it is held. 

 
3. The nature of safeguards will vary depending on the sensitivity of the information that has been 

collected, the amount, distribution and format of the information, and the method of storage. 
 

4. The methods of protection will include: 
 

a. Physical measures, for example, locked filing cabinets and restricted access to offices where 
personal health information is held; 

b. Administrative measures (abiding by organizational policies and procedures), 
c. Technological measures (such as the use of passwords, secure computer networks,    

encryption and audits). 
 

5. WCH will make its employees, physicians, volunteers and students aware of the importance of 
maintaining the privacy and confidentiality of personal health information. As a condition of 
employment, privileges or contractual arrangement at WCH, all new WCH employees/agents (e.g. 
employee, physician, volunteer, student, researcher, consultant, or contractor) will sign a 
Confidentiality Agreement with WCH. This safeguard may also be facilitated through contractual 
provisions. 

 
6. Personal health information will be used only in a manner consistent with the identified purposes and 

will be used only by those with a need to know in fulfilling those purposes.  It is prohibited to access 
personal health information unless required to perform duties as assigned or sanctioned by WCH. 
Access  will  only  be  granted  to  individuals  for  whom  a  signed  Confidentiality Agreement is on 
file with WCH. 

 
7. Anyone  found  accessing  personal  health  information  outside  these  parameters  will  be 

considered as having committed a breach of privacy and confidentiality, and will be subject to 
discipline, up to and including termination and/or loss of privileges. 

 
8. Anyone granted access to personal health information by virtue of their employment or other 

working relationship with WCH must be prepared to present evidence of authorization to access it.  
Normally, for medical records, diagnostic images, etc. being requested outside the normal cycle  of  
care  and   treatment,  the  WCH  photo-identification  badge  and  the  appropriate documentation 
authorizing  access must be presented at the time of a request to access a record.  For electronic 
access, the unique identification and password(s) as properly issued to the requestor will normally be 
sufficient. 

 
9. Any staff member asked to provide access to records has the right to request to see evidence of 

authorization prior to providing access, and should do so if he or she has any doubt about the 
authorization or identify of the requestor.  If the staff member does not receive proper evidence on 
request, he or she has the right and obligation to refuse access. 
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10. Personal health information should not be discussed in any place where unauthorized persons 

might overhear the discussion.  Even healthcare cases without patient identifiers should not be 
discussed, because such discussions may undermine public confidence in WCH confidentiality 
practice. 

 
11. All media containing personal health information (e.g. medical records, films, ECG strips, patient wrist 

bands, disks, laptop computers, whiteboards, mail, drug labels, bradma cards, computer screens) 
must be carefully positioned, packaged, stored, transported and/or disposed of by their custodians to 
prevent unauthorized viewing or other access. 

 
12. Any person observing any unattended personal health information in a public area that contains 

personal health information  is  asked  to  promptly  forward  it  to  and/or  notify  the  Privacy  Office,  
for appropriate follow-up. 

 
13. Any portable devices (e.g. laptop, CD, USB memory key, etc) that are used to store personal health 

information MUST be encrypted. If there are questions or concerns regarding how to ensure devices 
are encrypted, staff can call the help desk for assistance, speak to their managers or contact the 
Privacy Office. 

 
14. Every WCH computer user must sign a confidentiality agreement prior to being granted access to 

computerized personal health information.  Each user is assigned a user ID and password unique 
to that user, which enables access to that personal health information for which access is authorized 
as a function of the role(s) that person performs for WCH.  Authorized access is limited to the 
personal health information that person needs to know in order to do his or her job. Each user is 
responsible for maintaining the confidentiality of any assigned passwords and for ensuring no other 
person knows the assigned passwords.  

 
15. Access to personal health information will be audited on a regular and consistent basis to ensure 

that actual access conforms to authorized access.  Such audits may include review of computerized 
data usage by computer users, review of specific patient records for use, and review of sign-out logs 
for paper medical records.  Inappropriate access to the system will be investigated and may result in 
disciplinary action up to and including termination.  

 
16. Care will be used in the disposal or destruction of personal health information, to prevent 

unauthorized parties from gaining access to the information.  Disposal or destruction must be in 
accordance with WCH policies on retention, destruction and secure disposal of personal health 
information.  See Secure Disposal of Personal Health Information for more information. 

 

 
 
12.0 Openness about Personal Health Information Policies and Practices 
 

1. WCH makes readily available to individuals specific information about its policies and practices 
relating   to   the  management  of  personal  health  information  in  a  form  that  is  generally 
understandable. 

 
2. This includes a written public statement made available to the public. This notice: 
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a.  provides a general description of WCH’s information practices 
b. describes how to contact the WCH Privacy Office (the designated privacy contact person) 
b. describes how an individual may obtain access to or request correction of a record of 

personal health information 
c. describes how an individual may make a complaint to WCH or to the Information and 

Privacy Commissioner of Ontario. 
 

 
 
13.0 Individual Access to Personal Health Information 
 

1. Individuals have the right to access personal health information maintained on them and to request 
amendment and correction to personal health information incorrectly recorded about them. 

 
2. WCH also recognizes its obligation to ensure and facilitate timely access to personal health 

information as required by authorized individuals for direct patient care, individual administrative use, 
legal use, or where required to do so by law. 

 
3. Upon request, an individual will be informed of the existence, use, and disclosure of his or her 

personal health information and will be given access to that information.  An individual will be able to 
challenge the accuracy and completeness of the information and make a request to have it corrected as 
appropriate. 

 
4. When an individual successfully demonstrates the inaccuracy or incompleteness of personal health 

information, WCH will correct the information as required.  Depending upon the nature of the 
information  challenged,  correction  may  involve  the  correction,  deletion, or addition  of information.   
Where appropriate, the corrected information will be transmitted to third parties having access to the 
information in question. 

 
5. When a challenge is not resolved to the satisfaction of the individual, WCH will record the 

substance of the unresolved challenge in the form of a written letter or statement from the patient 
which will be retained in the patient’s medical record.  When appropriate, the existence of the 
unresolved challenge will be transmitted to third parties having access to the information in question. 

 
6. A request to access a health record should be directed to the Health Information Department. 

 
 
 
14.0  Challenging  Compliance  with  WCH’ s  Privacy  Policies  and  Procedures  
 

1. An individual will be able to address a challenge concerning privacy compliance. 
 

2. WCH has procedures in place to receive and respond to complaints or inquiries about its policies 
and practices relating to the handling of personal health information. 

 
3. Complaints concerning the privacy, confidentiality and/or security of personal health information should 

be referred to the WCH Privacy Office, who will ensure they are properly documented and addressed. 
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4. All staff, physicians, volunteers and students have an obligation to ensure confidentiality of 
personal health information is preserved at all times.Anyone who observes a breach of 
confidentiality or a potential breach should enter the event into the WCH electronic incident 
Reporting Information System (IRIS) where it will be reviewed by the WCH Privacy Office and the WCH 
Quality, Risk and Safety Office 

 
5. If appropriate, the WCH Privacy Office, will on a priority basis ensure response to the incident and will 

escalate the response as needed to ensure timely action. 
 

6. Complaints and requests for information about WCH privacy policies or WCH‟s compliance with them 
can  be directed to the WCH Privacy Office at (416)323-7702 or by e-mail to 
privacy@wchospital.ca. In addition, or as an alternative, the requestor may be given the standard 
WCH brochure covering the Hospital’s privacy practices. 

 
7. Individuals may also make a complaint to the Ontario Information and Privacy Commissioner. 

                                                                                                                                               
References: 
 
Personal Health Information Protection Act, R.S.O. 2004, c.3. Ontario Hospital Association, (2004) Hospital 

Privacy Toolkit 

Canadian Standards Association Model Code for the Protection of Personal Information 
 
Office of the Information and Privacy Commissioner 
 
Canadian Health Information Management Association 
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Appendix 1 
 

Authorized Substitute Decision Makers - Persons who may Consent on behalf of Patient 
(Pursuant to Section 23 of the Personal Health Information Protection Act, 2004) 

 
When a patient is not capable of providing consent to disclose their personal health information, consent may be 
obtained (ranked in order as listed) from the patients substitute decision maker: 
 

1. guardian (if the guardian has the authority to make such decisions), 
2. attorney for personal care or attorney for property (if the attorney has the authority to make such decisions), 
3. representative (appointed by the Consent and Capacity Board under the Health Care Consent Act, 1996 if 

therepresentative has the authority to give the consent), 
4. spouse or partner, 
5. child, custodial parent, or children’s aid society or other person legally entitled to give or withhold consent in 

place of a parent, 
6. parent with access rights, 
7. brother or sister, and  
8. any other relative (related by blood, marriage or adoption). 

If the patient has died, consent may be obtained from the patient’s estate trustee or someone who is in 
charge of administering the patients’ estate. 
 
To consent for a patient, the person must be: 
 

x included in the above list, 
x available and capable of consenting, 
x at least 16 years old or the patients parent, 
x willing to assume responsibility for giving or refusing consent, 
x free of any court order or separation agreement prohibiting them from having access to or consenting for the 

patient, and 
x the highest ranked person on the list of potential substitute decision-makers who is available and capable of 

consenting. 

Children of any age are presumed to have the capacity to consent to the disclosure of their personal health 
information. Capacity should not be presumed if it is not reasonable to do so in the circumstances. 
 
For children under 16, a parent or other lawful guardian may consent to the disclosure of personal health 
information even if the child has capacity, unless the information relates to: 
 

x treatment within the meaning of the Health Care Consent Act, 1996 about which the child has made his 
or her own decision, or 

x Counseling in which the child has participated on his or her own under the Child and Family Services Act. 
 
Consent to disclosure of personal health information about a child less than 16 years of age, may either be 
obtained from that child, if capable, or the parent or other lawful guardian (but not the access parent, unless such 
a parent has been lawfully authorized in place of the custodial parent to make information decisions). If there is a 
conflict between the child and the parent, the capable child’s decision prevails with respect to the consent.  



Patient Safety Plan Template
Step 1: Warning signs (thoughts, images, mood, situation, behavior) that a crisis may be 
   developing:

1. _____________________________________________________________________________________________

2. _____________________________________________________________________________________________

3. _____________________________________________________________________________________________ 

Step 2: Internal coping strategies – Things I can do to take my mind off my problems 
   without contacting another person (relaxation technique, physical activity):

1. _____________________________________________________________________________________________

2. _____________________________________________________________________________________________

3. _____________________________________________________________________________________________ 

Step 3: People and social settings that provide distraction:

1. Name____________________________________________________ Phone______________________________

2. Name____________________________________________________ Phone______________________________

3. Place__________________________________________ 4. Place______________________________________ 

Step 4: People whom I can ask for help:

1. Name____________________________________________________ Phone______________________________

2. Name____________________________________________________ Phone______________________________

3. Name____________________________________________________ Phone______________________________ 

Step 5: Professionals or agencies I can contact during a crisis:

1. Clinician Name____________________________________________ Phone______________________________

 Clinician Pager or Emergency Contact #  _________________________________________________________

2. Clinician Name____________________________________________ Phone______________________________

 Clinician Pager or Emergency Contact #  _________________________________________________________

3. Local Urgent Care Services______________________________________________________________________

 Urgent Care Services Address___________________________________________________________________

 Urgent Care Services Phone_____________________________________________________________________

4. Suicide Prevention Lifeline Phone: 1-800-273-TALK (8255) 

Step 6: Making the environment safe:

1. _____________________________________________________________________________________________

2. _____________________________________________________________________________________________
Safety Plan Template ©2008 Barbara Stanley and Gregory K. Brown, is reprinted with the express permission of the authors. No portion of the Safety Plan Template may be reproduced  

without their express, written permission. You can contact the authors at bhs2@columbia.edu or gregbrow@mail.med.upenn.edu.

The one thing that is most important to me and worth living for is:

________________________________________________________________



Newcomer Centre of Peel 

Subject: Consent to Obtain and Release  
  Confidential Information 

Index Number:   

Last Updated: September 2016 Page 1 of 1 
 
Consent to Obtain and Release Confidential Information 

Name:               

Date of Birth:             

PR Card:              

Parent/Guardian (if applicable):               

 

Information provided to Newcomer Centre of Peel is confidential. However, what you say to staff (like 
Settlement Counsellors or Crisis Intervention Support Workers) may become part of your record kept 
within Newcomer Centre of Peel. At times, it is important to obtain from and/or release information to 
others, and this consent form allows us to exchange information with a specific individual or agency.  

 

I authorize Newcomer Centre of Peel to obtain and/or release pertinent information regarding myself or 
my child      , from/or to the following individuals or agencies: 

 

Individual (Relationship) / Agency:    Client Initial:   Date: 

              

              

              

              

              

 
Witnessed and Verified:  
 
 
Staff Member’s Name (print)  Staff Member’s Signature  Date 
 

Note: Valid for the duration of treatment or support accessed from Newcomer Centre of Peel unless 
revoked by client in writing.  



 YMCA of Western Ontario / Incident Report

Date:        Site Name: 

Name of Principle Person involved:     Location:   

        Gender:  Male          Female

Age of Individual (If under 18) or date of birth:     Member  Guest  Volunteer 
          Participant Camper  Staff

Membership #:       Time of Incident:

Address: 

Phone #:

Emergency Contact Name & Phone # :

Circle one:     Serious incident          Minor incident         Theft

Describe the accident / incident and the treatment or action taken:

Value of items lost or stolen:

Did this person resume activities?  Yes No  Was first aid given? Yes No

Emergency Response Information
* Requires immediate notification of GM

 Police  Fire  Ambulance  Did media come to the scene? Yes No

Name of Officer / Attendant:     Badge #:

Incident #:    Time Called:  Time Arrived:

Witness Information

Name of Witness #1:

Address:        Phone:

Name of Witness #2:

Address:        Phone:

Staff person completing this report     Position    Date:

GM / Acting GM / Director / Manager    Signature   Date:  
This document is the property of the YMCA and is for internal use only.



Follow-up

Staff Name:        Date:   Time:

Details:

Follow-up

Staff Name:        Date:   Time:

Details:

Follow-up

Staff Name:        Date:   Time:

Details:

Staff person completing this report     Position    Date:

GM / Acting GM / Director / Manager    Signature   Date:  

Follow-up Guidelines:
All Incident / Accident reports need to be followed up within 48 hours. For all serious incidents report them to the GM / Director / VP 
immediately regardless of his / her location, and call Risk Management Analyst (519.667.2352) within 24 hours to report the incident.

Revised July 2011



Newcomer Centre of Peel 

Subject: Limits to Confidentiality &  
  Consent to Treatment 

Index Number:   

Last Updated: July 2017 Page 1 of 1 
 
 
Limits to Confidentiality  
 
Newcomer Centre of Peel will keep your information confidential and will only share it with your consent, when 
we need to in order to support you safely, or when we are legally obligated to share information. What you say 
to staff (like Settlement Counsellors or Crisis Intervention Support Workers) may become part of your record 
kept within Newcomer Centre of Peel.  
We have to share information about you: 
 

x If you say you are going to seriously hurt or kill yourself or someone else, we may have to report 
this in order to stop you or someone from getting hurt.  
 

x If you say anything about a child (under the age of 16 years) or an adult in need of protection 
being hurt, treated poorly, or not being looked after properly, whether it is happening now or it 
already happened in the past.  
 

x If you say that a health care professional or service provider has harmed you we may have to 
report this in order to stop you or someone from getting hurt.  

 
x If other staff members at Newcomer Centre of Peel (like Settlement Counsellors, Crisis 

Intervention Support Workers, or LINC teachers) are working with you, we can share information if 
we need to in order to provide you with the best support.  
 

x If a court or judge orders us to provide information because of a case they are dealing with, then we 
must give them the information requested.  

 
Consent to Treatment 
  
I voluntarily give my permission to the mental health care providers and other care providers at Newcomer 
Centre of Peel, as they may deem necessary, to provide support and treatment services. I understand by 
signing this form, I am authorizing treatment for as long as services are provided, or until I withdraw my 
consent in writing. I understand services and treatment options available and can expect crisis intervention 
and/or counseling, as explained by mental health care providers. I have been given the opportunity to ask 
questions, and I understand what was told to me.  
 
 
Client Name (print)   Client Signature 
 
 
Client’s Parent/Guardian (print)  Client’s Parent/Guardian Signature Relationship  

 
Witnessed and Verified:  
 
 
Staff Member’s Name (print)  Staff Member’s Signature  Date 
 



IMMIGRANT WOMEN SERVICES OTTAWA 

PRIVACY STATEMENT POLICY 1

PRIVACY STATEMENT / POLICY 
 
 
 
Policy Number:  05 Effective: July 1, 2005 
Original Approval Date: June 28, 2005 Last Revised and Approved : 
Approved by:  Dated:     
 
 
 
1.0 Immigrant Women Services Ottawa (IWSO) Mandate 

• To empower immigrant and visible minority women in the City of Ottawa 
 to participate in the elimination of all forms of abuse against women. 
• To provide culturally responsive crisis counseling service and a language 
 interpretation service which will facilitate an abused woman’s 
 accessibility to community and mainstream services. 
• To provide other services and/or programs which will assist immigrant 
 women in their journey to attain their full potential. 

 
2.0 Privacy Statement 
IWSO is a not-for-profit community organization with a volunteer board of directors and 
professional staff.  IWSO is committed to protecting the privacy of personal information 
of its employees, clients, volunteers and donors.  For the purpose of this 
Statement/Policy, “personal information” means any information about an identifiable 
individual, and includes the following: 
 

i) Members of the Board of Directors -- -. Information relating to identity, 
age, gender, address, telephone number, e-mail address, date of birth, 
and employment 

ii) Staff (including contractual staff) -- -. Information relating to identity, 
nationality, age, gender, address, telephone number, e-mail address, 
Social Insurance Number, date of birth, family composition, education, 
employment and health history, as well as a Criminal Reference Check. 

iii) Clients -- -. Information relating to identity, nationality, age, gender, 
address, telephone number, e-mail address, Social Insurance Number, 
date of birth, marital status/family composition, education employment 
and health history. 

iv) Students-- -. Information relating to identity, nationality, age, gender, 
address, telephone number, e-mail address, Social Insurance Humber, 
date of birth, education, employment and health history, as well as a 
Criminal Reference Check 

v) Volunteers -- -. Information relating to identity, nationality, age, gender, 
address, telephone number, e-mail address, Social Insurance Number, 
date of birth, education employment and health history, as well a Criminal 
Reference Check 

 
 
 
 



IMMIGRANT WOMEN SERVICES OTTAWA 

PRIVACY STATEMENT POLICY 2

This privacy policy has been developed to comply with Canada’s Personal Information 
Protection and Electronic Document Act (PIPEDA).  PIPEDA sets out the rules for 
collection, use and disclosure of personal information in the course of commercial 
activity as defined in the ACT. 
 
 
3.0 The Ten Principles of PIPEDA Summarized 
IWSOs Privacy Statement reflects our compliance with fair information practices, 
applicable laws and standards of practice.  Below are the 10 principles of PIPEDA, their 
definitions, and now IWSO applies the principles. 
 
1. Accountability. Organizations are accountable for the personal information 

they collect, use, retain and disclose in the course of their commercial activities, 
including, but not limited to, the appointment of a Chief Privacy Officer. 

 
 IWSO takes its commitment to securing your privacy very seriously.  Each staff 

member associated with IWSO is responsible for the personal information under 
her control.  Our staff members are informed about the importance of privacy and 
receive periodic updates regarding the Privacy Policy and related issues.  The 
Executive Director or her designate is the Privacy Officer for IWSO. 

 
2. Identifying Purposes. Organizations are to explain the purposes for which 

the information is being used at the time of collection and can only be used for 
those purposes. 

 
 IWSO asks for information only as necessary.  We obtain our information directly 

from you.  You are entitled to know how we use your information. 
 
3. Consent. Organizations must obtain an Individual’s express consent when 

they collect, use, or disclose the individual’s personal information; 
 
 You have the right to determine how your personal information is used and 

disclose. 
 
4. Limiting Collection. The collection of personal information must be limited to 

only the amount and type that is reasonably necessary for the identified 
purposes. 

 
 IWSO collects information by fair and lawful means and collects only that 

information which may be necessary for purposes related to our being able to 
respond to your needs.   

 
5. Limiting Use, Disclosure and Retention.  Personal information must be used 

for only the identified purposes, and must not be disclosed to third parties unless 
the Individual consents to the alternative use or disclosures, or as the law 
requires. 

 
  
 
 



IMMIGRANT WOMEN SERVICES OTTAWA 

PRIVACY STATEMENT POLICY 3

The information IWSO requests is used for the purposes outlined above.  We 
retain your information only for the time it is required for the purposes we 
describe.  The information is kept on file for 10 years from the date of your first 
visit to IWSO, and once it is no longer required, it will be destroyed. 
 

6. Accuracy.  Organizations are required to keep personal information in active 
files which are accurate and up-to-date. 

 
 IWSO tries to ensure that any personal information provided by the individual in 

his or her active file(s) is accurate, current and complete as is necessary to fulfill 
the purposes for which the information has been collected, used, retained and 
disclosed. 

 Please inform IWSO in writing of any change in your personal information. 
 
7. Safeguards: Protecting your information.  Organizations are to use physical, 

organizational, and technological safeguards to protect personal information from 
unauthorized access or disclosure. 

 
 IWSO protects personal information with appropriate safeguards and security 

measures.  Client files remain in the office unless required by law to be removed. 
 
8. Openness.  Organizations must inform their clients and train their employees 

about their privacy policies and procedures. 
 
 IWSO will keep you informed of any changes to this Privacy Policy.  If you have 

questions or concerns about privacy, please contact the Executive Director or her 
designate. 

 
9. Individual Access and Correction.  An individual has a right to access personal 

information held by an organization and to challenge its accuracy if need be. 
 
 IWSO will give you access to the information we retain about you at your request. 
 You should address your request in writing to the Executive Director or her 

designate. 
 
10. Provide Recourse.  Organizations are to inform clients and employees of how to 

bring a request for access, or complaint, to the Chief Privacy Officer, and 
respond promptly to a request or complaint by the individual. 

 
 IWSO encourages you to contact us with any questions or concerns you might 

have about your privacy or our Privacy Policy.  You should address your 
questions or concerns in writing to the Executive Director or her designate. 

 
 
4.0 Application 
 
 This Privacy Policy applies to IWSO Board of Directors, employees (including 

contracted employees), clients, students and volunteers.  As well, IWSO ensures 
that contractors sign confidentiality agreements prior to any transfer of an 
individual’s personal information.  



Edited Version - Original Reference: Nursing Best Practice Guidelines   
http://pda.rnao.ca/content/abc-model-crises-intervention 

The ABC Model of Crises Intervention for Settlement Agencies 
 
A: Basic Attending Skills 

x Introduce yourself and your role in a respectful, friendly, and calm manner 
x Use open body language and eye contact 
x Remain near exit in order to leave quickly if risk to personal safety increases 
x Try to initiate client in a simple dialogue to relieve tension  

 
B: Identifying the Problem and Therapeutic Interaction 

x Identify the precipitating event (i.e., what lead up to the crisis, why is the crisis happening now) 
x Explore meanings, cognitions, and perceptions of client 
x Identify client’s subjective distress (i.e., emotional distress) 
x Identify potential impairments in functioning or stressors in the following areas: 

1. Behavioural 
2. Social 
3. Academic 
4. Occupational 

 
Identify pre-crisis level of functioning in B: (1-4) above. If known and possible, compare the client’s 
current assessment with their normal functioning. If trained, identify and implement the following: 

x Identify any ethical concerns:  
1. Suicide/homicide or self-harming assessment 
2. Organic or other medical concerns 

x Identify substance use/abuse issues. 
x Use therapeutic interactions:  

1. Educational comments (i.e., helpful information) 
2. Empowerment statements (solution-focused dialogue)  
3. Support statements 
4. Positive reframes 

 
C. Coping: 

x Identify clients’ current coping attempts 
x Encourage client to think of other creative coping strategies  

1. Present alternative coping idea/develop a plan (i.e., safety plan) 
2. Refer to a medical doctor (note: medical doctor can also refer to psychiatrist) 
3. Refer to internal Crisis Intervention Support Worker, if onsite 
4. Refer to Crisis Line (i.e., Peel Mental Health Crisis Line) 
5. Refer to a lawyer (i.e., Legal Aid) 
6. Refer to an emergency shelter or other community agency  
7. Recommend resources (can call ‘211’ for referral assistance) 
8. Obtain commitment from client to practice plan/strategies discussed 
9. Follow up with client and internal staff if referral was made 

 
 
 
 
 
Note: This working document is intended for non-clinical front-line staff who work directly with clients.  



                                                    

 
 

 

Workplace Violence and Harassment 
Prevention Program Policy 

SECTION 2 – EMPLOYMENT PRACTICES 
THIS POLICY/DOCUMENT APPLIES TO: All YWCA Hamilton Employees 

 

Description:  Under the Occupational Health and Safety Act, all employers must take every precaution 
reasonable in the circumstances to protect the health and safety of their workers in the workplace. This 
includes protecting them against the risk of workplace violence and harassment.  
 
YWCA Hamilton is committed to workplace health, safety and security for all employees, clients, 
members, volunteers and visitors.   YWCA Hamilton has consulted the joint health and safety committee 
(JHSC) and the following legislation governing workplace violence and harassment in Ontario: 
 
The Occupational Health and Safety Act 
The Criminal Code of Canada 
The Ontario Human Rights Code 
The Workplace Safety and Insurance Act, 1997 
The Compensation for Victims of Crime Act 
The Regulated Health Professions Act 
 
YWCA Hamilton will support and maintain strict compliance expectations regarding violence and 
harassment.  To support this commitment, YWCA Hamilton has developed a workplace violence and 
harassment policy applicable to all locations and work-sites.   
 
Scope:  Violent behaviour and harassment in the workplace from anyone is unacceptable.  Employees 
are expected to uphold this policy and to work cooperatively to prevent workplace violence and 
harassment. 
 
Violence is any incident, in which an employee is abused, threatened, harassed, assaulted by inflicting 
injury or damage to property or threatened damage to property.  It can be in the form of offensive 
comments including:  jokes, comments, obscene remarks, insult, ridicule, swearing, shouting, 
demeaning or belittling statements, threats without weapons, causing emotional distress or personal 
humiliation, or threatening the health, safety and livelihood of the employee.  The act may be implied or 
actual, and be either verbal or physical in nature.   
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Physical violence can be aggravated assault, assault, sexual assault, stalking, gestures, kicking, pushing, 
biting and/or spitting.  Violence also includes acts or threats of aggression resulting in physical or 
psychological damage, pain or injury to a worker. 
 
Workplaces are more than just offices.  When an employee is at an off-site meeting, the meeting place 
is the workplace. When an employee is travelling in their automobile or by transit in the performance of 
their job, the vehicle is a workplace.  
 
Workplace violence and harassment can occur during work-related functions at off-site locations such 
as conferences, social events, or the offices of community based institutions such as schools, hospital, 
doctor’s offices and courts.  Violence can also happen in an employee’s home, if it is work related: for 
example, threatening telephone calls from co-workers, clients or managers.  Workplace violence and 
harassment can be committed by anyone.  
 
Policy:  The YWCA Hamilton is committed to providing a safe, healthy working environment.  Violence 
and harassment in the workplace has been proven to have devastating effects on the quality of life for 
employees and on the productivity of the organizations.  All members of the YWCA Hamilton 
community, employees, clients, members, residents, visitors, volunteers, placement students, guests, 
contractors, sub-contractors and board members, have the right to work, live and use our facilities in an 
environment free from violence and harassment.  YWCA Hamilton is committed to this policy and 
charges YWCA Management to create an environment that supports YWCA Hamilton’s goal of strict 
compliance.  
 
The work performed by YWCA Hamilton has the potential for staff to encounter violence and 
harassment in the workplace.   YWCA Hamilton will make every reasonable effort to:  

x train management and staff; 
x identify sources of violence and harassment; 
x establish reporting requirements and procedures designed to address violent acts,  threats of 

violence and harassment; 
x reduce or eliminate the risk of violence and; 
x Implement policies and procedures to be adhered to by the workforce.   

 
Protection of employees from work place violence and harassment is established under the Ontario 
Occupational Health and Safety Act. It is occupational health and safety hazard when occurring in the 
workplace. It is defined as: 

x The exercise of physical force by a person against a worker that causes or could cause physical 
injury. 
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x An attempt to exercise physical force against a worker that could cause physical injury. 
x A statement or behaviour that a worker would have reason to interpret as a threat to exercise 

physical force and that could cause physical injury. 
x Domestic violence is workplace violence if it occurs in the workplace.  YWCA Hamilton shall take 

every reasonable step to protect employee(s), if the Employer is aware, or ought reasonably to 
be aware, that domestic violence would likely expose an employee to a physical injury. YWCA 
Hamilton will take every reasonable precaution in the circumstances to protect the individual 
and other employees. 
 

YWCA Hamilton and staff may request involvement of the police and will work cooperatively with the 
police in matters of workplace violence and harassment. 
 
All managers, supervisors and staff are responsible to adhere to safe work practices and the policy and 
procedures outlined in the Workplace Violence and Harassment Prevention Program Policy.  
  
This Policy is designed to ensure that all employees are aware of and adhere to the work practices 
designed to make the workplace safe.  YWCA Hamilton encourages and supports the involvement, the 
commitment of employees and the Joint Health and Safety Committee in the design and the 
implementation of this policy, subsequent review and in establishing Workplace Violence and 
Harassment Prevention Program(s).   
 
Every employee must promptly report to his or her supervisor or management any incidence of 
workplace violence and harassment.  Management staff are responsible to promptly respond and 
investigate complaints, reports, incidents, and the risks or threats of workplace violence and 
harassment; take steps to protect employees in accordance with this policy. 
 
The management of YWCA Hamilton is responsible for ensuring that health and safety practices and 
procedures, including workplace violence and harassment prevention, are clearly communicated and 
understood by all employees.  Management staff are required to enforce this policy and program 
requirements fairly and consistently throughout the organization.  
 
Definitions: 
 
Verbal/Emotional/Psychological abuse:  is a pattern of behaviour that makes someone feel worthless, 
flawed, unloved, or endangered. Like other forms of abuse, it is based on power and control.   Examples 
include: swearing, put-downs/name calling over a period of time, labelling the victim in a derogatory 
way such as stupid, crazy or irrational, acts of humiliation, extreme jealous behaviour,  
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attacking the victim’s self-esteem in other ways. It can also include harming pets and damaging property 
 
Threat:  (verbal or written) is the communicated intent to inflict physical or other harm on any person or 
to property by some unlawful act.  A direct threat is a clear and explicit communication distinctly 
indicating that the potential offender intends to do harm, for example, “I am going to make you pay for 
what you did to me.”  A conditional threat involves a condition, for example, “If you don’t leave me 
alone you will regret it.”  Veiled threats usually involve body language or behaviours that leave little 
doubt in the mind of the victim that the perpetrator intends to harm. It can include stalking behaviours. 
Various electronic social media may be included in forms of either threats or abuse. 
 
Physical Attacks:  is aggression resulting in physical assault/abuse with or without the use of a weapon.  
Examples include hitting, shoving, pushing, punching, biting, spitting, groping, pinching, or kicking the 
victim, unwelcome displays of affection or inciting an animal to attack. 
 
Psychological Abuse:  is an act that provokes fear or diminishes an individual’s dignity or self-worth or 
that intentionally inflicts psychological trauma on another. 
 
Assault:  is any intent to inflict injury on another, coupled with an apparent ability to do so; any 
intentional display of force that causes the victim to fear bodily harm. 
 
Sexual Abuse/Harassment:  is any unwelcome verbal or physical advance or sexually explicit statement, 
such as jokes, displays of pornographic material, pinching, brushing against, touching, patting or leering 
that makes a person feel humiliated, intimidated or uncomfortable, thus interfering with work 
performance. 
 
Incidents involving sexual harassment include unwelcome sexual advances, requests for sexual favours, 
or other verbal or physical conduct of a sexual nature when: 
x Such conduct might reasonably be expected to cause insecurity, discomfort, offence or humiliation 

to another person or group; OR 
x Submission to such conduct is made either implicitly or explicitly a condition of employment, 

appointment, approval of privileges, an educational/training opportunity, or receipt of services or a 
contract; OR 

x Submission to or rejection of such conduct is used as a basis for any employment, reappointment, or 
advancement decision (including, but not limited to, matters of promotion, raise in salary, job 
security and benefits affecting the employee); OR 

x Such conduct has the purpose or the effect of interfering with a person’s work performance or 
creating a difficult, intimidating, hostile or offensive work environment. 
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Within this context, types of behaviour which constitute sexual harassment include, but are not limited 
to: 
x Sexist jokes causing embarrassment or offence 
x Leering (suggestive staring) 
x Sexually derogatory or degrading remarks directed towards a person because of their sex or sexual 

orientation 
x Sexually suggestive or obscene comments or gestures 
x Unwelcome inquiries or comments about a person’s sex life 
x Inappropriate or unwelcome focus/comments on a person’s physical attributes or appearance 
x Persistent or unwelcome sexual flirtation(s), advance(s), proposition(s) 
x Displaying printed material of a suggestive or sexually offensive nature.  
x An implied or expressed promise of a reward, benefit or advancement in return for sexual favours, 

or reprisal if such favours are not given 
x Persistent unwanted contact or attention after the end of a “consensual” relationship 
x Unwanted touching or patting 
x Verbal abuse or threats 
 
 
Sexual Assault:  is the use of threat or violence to force one individual to touch, kiss, fondle or have 
sexual intercourse with another. 
 
Examples of sexual assault include, but are not limited to: 
x Touching which is committed in circumstances of a sexual nature; and 
x The threatened use of violence to force a person to engage in sexual conduct. 
 
Near Miss:  is an act of acting out and or striking out, but missing the target. This may include: a punch 
or hit thrown but missed, object thrown but missed, lurking and stalking. 
 
Poisoned Work Environment:  is a hostile and abusive work environment resulting from harassment by 
comment or conduct that ridicules or demeans an individual or specific group of employees: for 
example, racial slurs or derogatory comments about sexual orientation. It can also include actions or 
inactions witnessed that create or can be interpreted as creating an offensive term or condition of 
employment or continued employment. The offending action does not need to be directed at the 
individual who claims to be harassed. 
 
Harassment:  is acting in a manner contrary to the prohibited ground for discrimination in employment 
and services as established under the Ontario Human Rights Code. The Ontario Human Rights Code  
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recognizes the inherent dignity and equal and inalienable rights of all members of the human family.  
The aim is to create a climate of understanding and mutual respect for the dignity and worth of each 
person so that each feels part of the community and is able to contribute fully to the development and 
well-being of the community and the Province.  
 
Every person has a right to equal treatment with respect to employment without discrimination 
because of race, ancestry, place of origin, colour, ethnic origin, gender, citizenship, creed, sex, sexual 
orientation, age record of offences, marital status, family status or disability. Every person has a right to 
freedom for sexual harassment. Harassment and sexual harassment, includes instances of conduct that 
is known or ought to reasonably be known to be unwelcome and unwanted. 
 
Harassment may include words, use of social media, gestures, jokes, remarks, innuendo, taunting about 
a person’s body, attire, age, marital status, ethnic or national origin, religion and so on.  Harassment 
extends to incidents occurring at or away from the workplace, during or outside normal working hours 
when such incidents are employment related. 
 
Examples of harassment include, but are not limited to:    
x Remarks, jokes, taunts, or insults about a person or a group of people identified by a Prohibited 

Ground (i.e., such things as race, colour, place of origin, ancestry, ethnic background, gender, creed, 
disability, etc.); 

x The displaying of racist, sexually suggestive or other offensive or derogatory pictures, cartoons or 
material 

x Insulting gestures or practical jokes based on sexual, racial or ethnic grounds which cause 
embarrassment or awkwardness 

x Knowingly making a false complaint 
x Insisting that employees only speak English if it does not negatively affect the work being done 
x Making ridiculing, taunting, belittling, humiliating or insulting comments; 
x Physically intimidating behaviour or threats; 
x Use of profane, abusive or threatening language; 
x Harassment does not include appropriate direction, evaluation, appraisal or discipline of an 

employee by a supervisor or manager. 
 
Workplace Bullying:  is repeated and persistent negative acts towards one or more individuals which 
involve a perceived power imbalance and creates a hostile work environment. Workplace bullying can 
include, social isolation, personal attacks on a person’s private life or personal attributes, over 
monitoring of work, intentionally withholding information required for the performance of the job, 
rumours, excessive criticism, verbal aggression, with holding job responsibilities and the inappropriate 
use of social media.  Bullying extends to incidents occurring at or away from the workplace, during or  
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outside normal working hours provided such incidents are employment related. 
 
Domestic Violence:  is also known as personal relationship violence in the workplace. It is normally from 
someone who has or has had a personal relationship with an employee. They employ a pattern of 
coercive tactics meant to hurt, intimidate through the use of or the threat of physical force, verbal 
harassment or manipulation (i.e. financial or emotional). 
 
Employees: Unless otherwise noted in this policy, employees shall mean such individuals as but not 
limited to directors, managers, supervisors, front line staff, board members, contractors, sub-
contractors, volunteers and placement students. 
 
Responsibilities:  Human Resources/Health & Safety Officer shall provide the guidance to Management 
and the Joint Health and Safety Committee and involve the employee(s), in the assessing of workplace 
violence and harassment hazards in all jobs and in the workplace as a whole.  The risk assessment of 
workplace violence and harassment shall occur at least annually, whenever new situations of risk occur 
or when new jobs are created or jobs are substantially changed. The assessment of risk is 
communicated to employees affected. 
 
All employees in their work are expected to be vigilant of risks of violence/harassment and are required 
to report risks/hazards to their supervisor in a timely fashion. Employees who are victims of violent 
incidents in the workplace are advised to consult a physician for treatment or referral for counselling. 
Staff who may be victims or exposed to violence/or harassment are encouraged to make use of the 
confidential Employee Assistance Program. 
 
YWCA Hamilton is committed to working with its employees to develop strategies and practices for the 
ongoing reduction of risks of workplace violence and harassment.  These include but are not limited to 
training, education, information exchange and annual and periodic reviews of practices and procedures.   
 
YWCA Hamilton is committed to: 

x The training and education of all employees 
x Integrating safe behaviour into day-to-day operations 
x Ensure that measures and procedures in the violence and harassment prevention program are 

carried out. Hold management accountable for responding to and resolving complaints of 
violence  

x Reviewing of all reports of violence and/or threats of violence in a prompt, objective and 
sensitive manner.  This includes a review of all investigations associated with violence-related 
incidents. 
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x Providing appropriate response measures. 
x Facilitating medical attention and appropriate support for all those either directly or indirectly 

involved. 
x Ensure any deaths or critical injuries are reported to a Ministry of Labour (MOL) inspector, the 

police (as required), JHSC or H&S representative and trade union, as well as investigated with the 
JHSC. Send the report explaining the circumstances to all parties in writing within 48 hours of the 
occurrence. Include information and particulars prescribed by the Occupational Health and 
Safety Act and regulations 

x Tracking and analyzing incidents. 
x Taking appropriate corrective and disciplinary action.  
x In consultation with the JHSC, conduct regular risk assessments.  
x Posting this policy on the health and safety notice boards  
x Including details of this policy in new employee orientation package 

 
Supervisors/Managers/Directors: 
x Shall enforce policy, procedures and monitor worker compliance. 
x Not permit any worker to do work if it is likely to endanger the worker or another worker. 
x Not engage in or condone any acts or behaviours that are in conflict with this policy. 
x Investigate all workplace violence using the organization’s accident investigation procedure and 

form, and contact the police as required  
x Shall complete the WSIB Form 7 when required. 
x Shall notify and request police involvement as required. 
x Provide for first aid and/or medical attention if required. 
x Debrief those involved in the incident either directly or indirectly. 
x Contact Human Resources/Health & Safety Officer to ensure the employee receives further 

counselling about her/his legal rights. 
x Request other supports through the Employee Assistance Program 
x Track and analyze incidents for trending and prevention initiatives. 
x Immediately report a death or critical injury to an MOL inspector, the police (as required), JHSC, H&S 

representative and trade union, and investigate with JHSC Report the circumstance to all parties in 
writing within 48 hours. Include information and particulars prescribed by the regulations.   

x Issue a report to the employer and WSIB on all lost-time accidents where an employee requires 
healthcare, earns less than regular pay for regular work, requires modified work at less than regular 
pay or performs modified work at regular pay for more than seven days. Copies of accident 
information where there is no critical injury must be provided to the JHSC and the trade union 
within three (3) days of the occurrence, as prescribed by the Occupational Health and Safety Act. 
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Employees: 
x Participate in education and training programs so you can respond suitably to any incident of 

workplace violence or harassment. 
x Understand and comply with the violence and harassment prevention policies and related 

procedures. 
x Report all incidents or injuries of violence/harassment or threats of violence/harassment to your 

supervisor immediately. Complete the Accident/Incident Form. 
x Inform the JHSC or the employee member of the JHSC about your concerns regarding the potential 

for violence/harassment in the workplace. 
x Contribute to risk assessments. 
x Seek support when confronted with violence/harassment or threats of violence. 
x Not engage in or condone any acts or behaviours that are in conflict with this policy 
x Shall refuse to do work is he/she has reason to believe that it is likely to endanger himself or herself 

or another worker.  
x Report all incidents of violence and/or threats of violence to their supervisor immediately. 
x Seek appropriate support from available resources, when confronted with violence or threats of 

violence. 
x Shall not voluntarily get directly involved in any actions to deter robbery, violent acts or other 

serious criminal behaviour where such involvement would result in violence directed at them. This 
does not include immediately notifying police.  

x Shall, except for the duty to report violence, maintain this type of sensitive personal information as 
confidential.  

x Be supportive of staff that may be experiencing forms of harassment especially domestic violence. 
 

Joint Health and Safety Committee (JHSC): 
x Participate in the development, establishment and implementation of violence prevention measures 

and procedures (the violence and harassment prevention program). 
x Make recommendations to the employer for developing, establishing and providing training in 

violence prevention measures and procedures. 
x At least once a year, take part in a review of the workplace violence and harassment prevention 

program.    
x The employee-designate should investigate all critical violence-related injuries. 
x Immediately review reports of critical injury or death. Outline in writing the circumstances and 

particulars within 48 hours of the occurrence. 
x Within four days, review written notices lesser injuries where any person is disabled from 

performing his or her usual work or requires medical attention. 
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Procedure: 
 
Reporting 
All reports of incidents or potential incidents of violence will be taken seriously and dealt with in an 
appropriate, respectful and timely fashion. 
 
x Reporting Emergencies:  (Immediate danger; weapons involvement; physical injury related to violent 

behaviour; and obvious signs of abusive and/or threatening behaviour): 
1. Staff who are being physically threatened or feel there is a potential for violence, are to 

CALL 911 immediately.  Critical information will be required by the 911 Attendant (i.e. 
offender still present; whether weapons are involved; etc.).  If possible, the staff in 
question should contact his/her supervisor.  After the emergency has been handled, an 
Accident/Incident Report must be completed.   

2. In the Developmental Services, Supervised Access and Transitional Housing programs, 
staff will follow written protocols/behaviour escalation continuums including on-call 
emergency procedures for dealing with client-related physical & verbal aggression 
directed towards staff or other clients. 

x Employees are to report all violence-related incidents including abuse, assault, near misses, threats, 
verbal abuse, domestic violence and harassment using the Internal Complaints Protocol.   

x Confidentiality of personal sensitive information will be maintained to the extent possible. The 
commitment to confidentiality does not apply in any situation when it is necessary to protect the 
safety of others and prevention of reoccurrence.  

x Workplace violence incidents shall be reported by completing the Accident/Incident Report Form 
and following the steps in the Internal Complaints Protocol.  

x WSIB will be informed in accordance with the reporting requirements. 
x Safety alerts to all staff will occur when required. 
x Work refusals and critical injury reporting shall be in accordance with the Right to Refuse Policy  
x The supervisor will investigate and ensure that appropriate and reasonable measures are taken to 

safeguard employees.   
x YWCA Hamilton is committed to providing support services to victims of violence.  Confidential 

counseling through the Employee Assistance Program (EAP) shall be available to employees who are 
victims of violence and to those who are experiencing personal problems in relation to violence. 

x No employee shall be disciplined or reprisal taken for an employee reporting an incident of violence 
or refusing to perform work as a result of a health and safety concern. 
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x Failure to adhere to this policy, engaging in acts of violence or failing to report violence or high risk 

situations, may be subject to disciplinary measures up to and including dismissal for cause. 
 
Investigation and Response 
x The Director of Operations will initiate the investigation of any incidents relating to workplace 

violence or harassment as per the Internal Complaints Protocol and will complete the 
Accident/Incident Report form. 

x The Director of Operations will decide on the appropriate involvement of Human Resources, 
Directors, Managers and/or Supervisors in the investigation process as appropriate. 

x The Director of Operations will review reports of workplace violence and ensure that appropriate 
actions have been taken. 

x The Joint Health and Safety Committee will be informed, make any recommendations and 
participate in investigations and any related matters, including reports, trends etc. 

x The Director of Operations will review all workplace violence or harassment reports, monitor trends 
and make recommendations for prevention and changes to the Workplace Violence and Harassment 
Prevention Program Policy. 

x If an incident of violence or harassment represents a potentially dangerous situation, the 
Director/Manager/Supervisor shall notify the Director of Operations immediately to ensure 
appropriate safety plans are initiated.   

x The Director of Operations may, as necessary, instruct the supervisor/manager(s) to inform other 
employees in their unit to protect their health and safety. 

 
Work Refusal  
A worker may refuse to work or do particular work where he or she has reason to believe that such 
work is likely to endanger himself or herself or another worker. This includes when they believe they are 
in danger from workplace violence, in accordance with the Occupational Health & Safety Act.  A worker 
who in accordance with this policy reports workplace violence or refuses to perform work will not be 
subject to any form of reprisal or disciplinary action. However if a worker may not refuse if it is a normal 
condition of the worker’s employment or when the worker refusal would directly endanger the life, 
health or safety of another person. Example workers in a residential group home or other facility for 
persons with behavioural or emotional problems, or physical mental or developmental disability.  Refer 
to Section 43 (1)(2) of the Occupational Health and Safety Act. 
 
Consequences  
Violence is a serious offence.  Any individuals found to have perpetrated an act of violence may be 
subject to disciplinary action up to and including dismissal for cause.  In addition, individuals may be 
subject to action under the Criminal Code of Canada. 
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Training 
 
Violence and harassment prevention training shall be offered to Directors, Managers, Supervisors, 
employees and volunteers.   This training shall include workplace violence and harassment prevention 
strategies including policy awareness, complaint resolution, listening and communications skills, 
identifying problematic behaviour characteristics, anger management and any other topics that may be 
deemed necessary. 
 
Related Policies/Procedures/Documents: 

x YWCA Internal Complaints Protocol 
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